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Purpose

The module is designed to work with Bosch ME (D) 17 / EDC17 (CPU Tricore) ECUs on a
table, without disassembling ECUs and performing the following operations:

1.

NooakowdN

Tricore processor |dentification

Reading ECU internal and external flash memory
Writing ECU internal and external flash memory
Reading the internal eeprom memory of Tricore
Writing Tricore internal eeprom memory

Extract password from firmware

Disabling digital signature control for writing via OBD2

The foIIowmg Tricore processor types are supported:

9.

®NOoOOAWN -~

TC1762
TC1766
TC1792
TC1796
TC1724
TC1767
TC1797
TC1782
TC1793

Supported external flash memory S29CD016G, S29CD032G, installed in conjunction with
the processor Tricore TC1796.

Limitations

Not currently supported:

1.
2.
3.
4.

Read, write external flash memory in ECU EDC17CP54, MED17.7.5, MED17.7.3.1
Work with ECUs that do not have internal flash memory

Bosch ECUs set on Chinese vehicles

Part of ECUs that have a high version of TPROT (MED17.5.5, MED17.1.1)

Necessary equipment

To work with the module, the following equipment is required:

1.

3.

CHIPSOFT J2534 adapter (Acrylic / Lite / Mid / Pro). Adapters manufactured before
the fall of 2019 need to be upgraded. Upgrade of the adapter is described in a
separate document. The firmware and adapter driver version must be at least 1.5
CHIPSOFT GPT adapter. Adapters with the Rev.A PCB need to be upgraded and
reflashed; adapters with the Rev.B PCB do not require any additional preparations.
Upgrade and reprogramming of the GPT adapter is described in a separate
document.

Optional CHIPSOFT OBD2 BreakOut Box
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Automatic power management

The module can use both automatic and manual ECU power management. Power is
controlled by shorting the L-Line CHIPSOFT J2534 adapter to ground. For automatic power
management and convenient connection to the ECU, we recommend using the CHIPSOFT
OBD2 BreakOut Box. When you start working with the ECU, the program will ask you the
preferred way to manage power.

Cluestion >

o Use automatic power management via J2534 L-Line?

We recommend use CHIPSOFT OBD2 BreakoutBox for
automatic power management

It is possible to choose both manual and automatic power management. During read and
write operations, the program can reboot the ECU several times by removing / supplying
power.

Checking data for writing

The program performs various checkings for the firmware file before it is written. If, for some
reason, the program considers the file incorrect, it will display a message about it.
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< ChipLoaderNG

[50]MED17.1
[50]MED17.1.1
[50]MED17.121
[50]MED17.5
[50]MED1755
[50] ME17.5.20
[50]MED17.5 21
[50]ME17.5.24
[50]MED17525
[50] MED17.5.26

[50] EDC17CP14
[50] EDC17CP20
[50] EDC17CP44
[50]EDC17CP44 v 2
[50]EDCI17CP44 v 3
[50] EDC17CP54
[50] EDC17C46
[50] EDC17C54
[50] EDC17C64
[50] EDC17C74

51] Tricore internal mema
[51] Utilities

- O X

CHIPSOFT - J2534 ISO/CAN ~ Info Add license

Log file path: C:\Users'Dell\AppData‘Local\Chip LoaderNG\log\log-20200508- 182603 txt

Starting
Data loaded from file C:\Users\Dell\Google Oucxk‘databin'me17.9.714TC1724_10375359917-20200416-112139.bin (size = 1536 K)
Checksum is valid

CPUType family is TC1767

Ermor: File C:\Users\Del\Google Oueck\data‘\bin\me17.9.71\TC1724_1037539917-20200416-112139 bin is incompatible with this module. Last operation: Checking loaded file
Finish - FAILED

CPUID Read Id Read flash Read eeprom irite flash Wirite eeprom

version: 3.1.0.0

Processor type identification

The CPU ID operation is available without a license for the module and can be used to
check the operability of equipment when working with the module.
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Finish - OK

[50] MET7.5.20
e IMED 7o Blapsed ime: 00 h - 00m - 36 5
[50] ME17.5.24
[E0]MED17.5.25

50 MED17.5.26
[50] EDC17CP14
[50] EDC17CP20
[50] EDC17CP44
[50]EDCI7CP44 v.2
[E0]EDCI7CP44 v 3
[50] EDC17CPS4
[50] EDC17C46
[50] EDC17C54
[50]EDC17C64

B0 EDC17C74
Bosch MEDC17 bench

51 ] Tricore internal memory
[51] Utilities

| cPuib | Readld || Rcadfash | | Readecprom | Wiiteflash

| | wite ecprom

- [m} X
VAG UDS Bosch ME(D)17 |CHIPSOFT - 12534 ISO/CAN | [Ceige ] [ o | | Addiicense |
[50] MED17.1
[50]MED17.1.1 Log file path: C:\Users'Dell\AppData‘Local\ChipLoaderNG\log\log-20200508-171223 txt
[50]MED17.121 Sisitng
Eg} mggl ;g s CPUType family is TC1767

version: 3.1.0.0
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ECU identification

< ChipLoaderNG O x
CHIPSOFT - J2534 1SO/CAN Info Add license
[50]MED17.1
[50]MED17.1.1 Log file path: C:\Users'Dell\AppData‘Local\ChipLoaderNG\log\log-20200508- 171223 txt
[60]MED17.1.21 Statting
[S0]MED17.5 CPUType family is TC1767
[50]MED1755 il
[50] MET7520 ot 00000 363
[50]MED17.5.21
[501MET7.5.24 Starting...
[50] MED17.5.25 CPUType family is TC1767
[50] MED17.5.26 Chip info:
SCU_ID = 0:0052C001
SCUMANID = 000001820
[50] EDCT7CP14 SCU_CHIPID = 0«00009001
[50]EDC17CP20 Unique CPU_ID = 41808103-03ADA9A2-74080010-11100400
[50] EDC17CP44 Flash info
[S01EDCTICR 442 FLASH PROCOND - DO0LODFFF
[50]EDC17CP44v.3 FLASH_PROCON1 = 0x00000000
[50] EDC17CP54 FLASH_PROCON2 = (x00008020
[50] EDC17C46
[50] EDC17C54 Sector 00 [ 0xAD0D0000 - OxABDO3FFF | User 0 protected
[50] EDC17CB4 Sector 01 [ (xAD004000 - 0xAQDO7FFF | User 0 protected
[50] EDC17C74 Sector 02 [ 0xAD00B000 - DxAQDOBFFF ] User 0 protected
Sector 03 [ 0xAD0OCO00 - GxADODFFFF ] User 0 protected
5 = Sector 04 [ (xAD010000 - 0xAQ013FFF | User 0 protected
51] Tricors intemal memo Sector 05 [ (xADD14000 - GxAQ01 7FFF | User 0 protected OTP
[51] Utilities Sector 06 [ (xAD013000 - GxAQD1BFFF ] User 0 protected
Sector 07 [ GxADQ1CO00 - (cADO1FFFF ] User O protected
Sector 08 [ (xAD020000 - (xAOD3FFFF | User 0 protected
Sector 09 [ 0xAD040000 - OxABOTFFFF | User 0 protected
Sector 10 | (xA0080000 - GxAGOBFFFF ] User O protected
Sector 11 [ (xADOC0000 - GxADOFFFFF ] User O protected
Sector 12 [ 0xAD100000 - OxAU13FFFF | User 0 protected
Sector 13 [ (xAD140000 - BxAQ1 7FFFF | User 0 protected
Sector 14 [ (xA0180000 - GxAG1BFFFF ] User O protected
Sector 15 [ (xADTC0000 - GADFFFFF ] User 0 protected
TPROT info: TPROT_V09.00.00/1767
Finish - OK
Fapsad(lme 00h:00m:17s
CPUID Read Id Read flash Read ecprom Wrte flash Wite ecprom
version: 3.1.0.0

The Read Id operation is used to display detailed information about the ECU processor:

1. Unique processor number

2. The value of some registers

3. Memory maps and its characteristics

4. Versions of TPROT used
If the connected ECU has a high version of TPROT and is not supported by the program, a
corresponding message will be displayed.
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[VAG UDS Bosch MEDT |
[50] MED17.1
[50] MED17.1.1
[B0]MED17.1.27
[50]MED17.5
[B0]MED1755
[50] MET7.5.20
[BO]MED17.521
[50] ME17.5.24
[E0]MED17.5.25
50 MED17.5.26

[50] EDC17CP14

[50] EDC17CP20

[50] EDC17CP44
[50]EDCI7CP44 v.2
[E0]EDCI7CP44 v 3

[50] EDC17CPS4

[50] EDC17C46

[50] EDC17C54
[50]EDC17C64

B0 EDC17C74

Bosch MEDC17 bench

51 ] Tricore internal memory
[51] Utilities

- [m} X
|CHIPSOFT - 12534 ISO/CAN | [Ceige ] [ o | | Addiicense |
Log file path: C:\Users'Dell\AppData‘Local\Chip LoaderNG\log\log-20200508- 184025 txt
Starting
CPUType family is TC1762/TC1766
This ECU have high TPROT and does not supported
Ermor: Access denied. Eor code = (x33, operation = 0x30. Last operation: Run boot
Finish - FAILED

| crub | Resdd || Readfiash || Readeepom | | Wiiefiasn | | Wit eeprom

version: 3.1.0.0
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Read Flash / EEPROM memory

{ ChipLoaderNG - [m} X
CHIPSOFT - J2534 ISO/CAN ~ Info Add license
[50]MED17.1 -
[50]MED17.1.1 Log file path: C:\Users\Del\AppData‘Local\ChipLoaderNG\og\log-20200508-171424 t«t
[50]MED17.1.21 Starting
Egg% mggg g 5 CPUType family is TC1767
Chip infa:
[501MET7.5.20 SCU_ID = (x0052C001
[ 1ED 7 S
L gg] mge;??;s Unique CPU_ID = 41808103-03A0A3A2 74080010-11100400
[80] - Data saved to file E\Users'Dell\Documents'tc 1767-flash-41808105-03A0A5A2-74080010-11100400 bin (size = 2048 K}
[50] MED17.5 76 Checksum is valid
Finish - OK
Egg% Egg;gg;‘é Elapsedtime: 00h:01m: 38s
[50] EDC17CP44
[50]EDCT7CP44v.2
[50]EDCT7CP44 v 3
[50] EDCT7CP54
[50] EDCI7C46
[50] EDC17C54
[50] EDCT7CE4
[50] EDC17C74
51] Tricore internal memol
[51] Utilities
CPUID Read Id Read flash Read eeprom White flash Wiite eeprom

version: 3.1.0.0

The operation Read flash, Read eeprom reads a full dump of the internal memory of the
processor. For a saved file with a memory dump, the processor type, memory type and the
unique processor serial number are used as the file name.

After the process of reading flash memory is completed, the program checks the correctness
of the checksums in the read memory dump and displays the corresponding message.

Write flash memory

The Write flash operation writes all writeable sectors, excluding OTP sectors (once
programmable memory sectors). An intelligent writing algorithm is used, in which only
sectors that differ from those in flash memory are overwritten. This allows you to both speed
up the writing process and make it safer if the connection with the ECU is disconnected
during writing.

Before starting to write the programs checks the correctness of the memory dump which is
being written and also checks the correctness of the checksums. If the checksums are
incorrect, the program will offer to correct them:

© CHIPSOFT https://www.chipsoft.com.ua/
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Cuestion *

| Checksum is not valid, Correct it?

Het OtmeHa

When writing, the program displays complete information on all written sectors (which
sectors were skipped as OTP areas and which sectors were skipped, because their contents
are equivalent to the written sectors).

< ChipLoaderNG — [} *
CHIPSOFT - J2534 IS0/CAN v Info Add license
[50]MED17.1
[501MED17.1.1 Log file path: C:\Users'\Dell\AppData‘Local ChipLoaderNG\og\og-20200508- 174511 txt
[50]MED17.1.21 Starting
[50]MED175 Data loaded from file C:\Users\Dell\Google Iucx\data'bin'\edc 17c59'tc 17674lash-41808108-03A0A9A2-74080010-11100400_tun bin fsize = 2048 K)
[S0]MED17.5.5 Checksum has been corrected
[50]ME17.5.20 CPUType family is TC1767
[50] MED17.5.21 The area | (<ADD14000 - (AOD17FFF Jin the flash memory is OTP area, skip it
[B0]MET17.5.24 The area [ OxADDDODDD - ADDD3FFF ]in the flash memory is the same as in the writable fimware, skip it
[50] MED17.5.25 The area [ OxAD0D4000 - BxAQDD7FFF ]in the flash memory is the same as in the writable fimware. skip it
[50]MED17.5.26 The area [ 0xAD008000 - BxADDDBFFF ]in the flash memary is the same as in the writable fimware, skip it
. The area [ OxADDDCD0D - OxADDOFFFF ] in the flash memory is the same as in the writable fimware, skip it
The area [ GeADD10000 - BxAQD13FFF Jin the flash memory is the same as in the writable firmware, skip it
[50] EDC17CP14 The area [ 0xAD018000 - B<ADD1BFFF ]in the flash memory is the same as in the writable fimware, skip it
[50] EDC17CP20 The area [ xADDTCO00 - 0xADD1FFFF Jin the flash memory is the same as in the writable fimware, skip it
[50] EDC17CP44 The area [ GeAD040000 - BxAQD7FFFF in the flash memory is the same as in the writable firnware, skip it
507 EDC17CP44 v 2 The area [ BxADOCO000 - OxADDFFFFF Jin the flash memory is the same as in the writable fimware., skip it
[50] v The area [ OxAD100000 - (xAD13FFFF ]in the flash memory is the same as in the writable fimware, skip it
[50]EDCT7CP44v.3 The area [ GeAD140000 - BxAQ17FFFF Jin the flash memory is the same as in the writable firmware, skip it
[50] EDC17CP54 The area [ 0xAD180000 - B<AQ1BFFFF ]in the flash memoary is the same as in the writable fimware, skip it
[50] EDC17C46 The area [ OADTCO00D - GxADTFFFFF Tin the flash memory is the same as in the witable fimware. skip it
[50] EDC17C54 17:45:32] Start of writing sector (xA0020000
17:45:51] End of writing sector GxADD20000
[50] EDC17CE4 17-45:51] Start of wrting sector (xAG0Z0000
[50] EDC17C74 17:46:30] End of writing sector (xAD030000
Finish - OK
51] Tricore intemal memal Elapsed time: 00h : 01m : 155
[51] Utilities |
CPUID Read ld Read flash Read eeprom Write flash Write eeprom

version: 3.1.0.0

Because of using an intelligent writing method, in some cases the writing time may be less
than the reading time.

Write EEPROM memory

The Write eeprom operation writes the internal EEPROM memory of the processor. In this
case, an intelligent writing algorithm is not used, unlike flash memory writing.

© CHIPSOFT https://www.chipsoft.com.ua/



https://www.chipsoft.com.ua/

€ ChipLoaderNG - O g

CHIPSOFT - J2534 ISO/CAN ~ Info Add license
[50]MED17.1
[50]MED17.1.1 Log file path: C:\Users\Del\AppData‘Local\ChipLoaderNG\oglog-20200508-175214 t«t
[50]MED17.1.21 Starting
[50]MED17.5 Data loaded from file C:\Users\Dell\Google [yckdata\bin‘ede 17¢59\te 1767-eeprom-41808108-03A0A3A2-74080010-11100400 bin (size = 64 K)
[50]MED17.55 CPUType family is TC1767
[50]ME17.5.20 17:52:32] Start of writing sector (xAFE00000
[50]MED17.5.21 17:52:38] End of writing sector (xAFEQD000
[501ME17.5.24 17:52:38] Start of writing sector (xAFE10000
[50]MED17 525 17:5244] End of wriing sector 0xAFE10000
[50] MED17.5.26 Finish - OK
z Elapsed time: 00h : 00m : 27 s
[50] EDC17CP14
[50] EDC17CP20
[50] EDC17CP44
[50]EDCI7CP44 v.2
[E0]EDCI7CP44 v 3
[50] EDC17CP54
[50]EDC17C46
[50] EDC17C54
[50]EDC17C64
[50] EDC17C74
[51] Utilities

CPUID Read Id Read flash Read eeprom irite flash Wirite eeprom

version: 3.1.0.0

Extract password from firmware

The Extract PWD operation extracts the password for accessing the Tricore processor from
the binary file (for those binary files where the password is stored in them). The extracted
password can be obtained in the following views:

1. Text view

2. As afile in ChipLoader format

3. As a RAW file

The program will ask the user for the type of password submission required:

Cuestion >

o save password in ChipLoader format?

Press "Yes' to save password in ChipLoader format
Press 'Mo’ to save password in RAW format

The textual representation of the password will be displayed on the screen:
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CHIPSOFT - J2534 ISO/CAN ~ Info Add license
501 MED17.1

%50% MED17.1.1 Log file path: C:\Users\Del\AppData‘Local\ChipLoaderNGYoglog-20200508-180325 t«t

[50]MED17.1.21 Starting

[50]MED17.5 Data loaded from file C:\Users\Dell\Google [ack'data'bin\edc 1 7c59'te 1767flash-41808109-03A0A9A2-74080010- 11100400 bin (size = 2048 K)

0]MED17.55 Raw Tricore password is: 9B 7A 4D 49 12 DC 95 CC

0] ME17.5.20 Data saved to file E:\Users\Del\Documerts'tc 176 74lash-41308109-03A0ASA2-74080010-11100400_password bin {size = 8 bytes)

0]MED17.5:21 Finish - OK

0] ME17.5.24 Elapsed time: 00h : 00m : 07 s

0]MED17.5.25

0] MED17.5.26

&t e e

0]EDC17CP14
]EDC17CP20
JEDC17CP44
JEDCI7CP44v.2
JEDCT7CP44v 3
[50] EDC17CP54

5
5
5
5
5

=X=R=X=1

[
[
[
[
[
[
[
[
[
[
[

[50] EDC17C46
[50] EDC17C54
[50] EDC17C64
[50] EDC17C74

51] Tricore internal memni

Extract PWD RSA check off

version: 3.1.0.0

Passwords are saved in the firmware file only for those ECUs that use the protection
algorithm of TPROT version 8 and higher. The version of TPROT used can be viewed by
performing the Read Id operation.

Disabling digital signature control for writing via
OBD2

The RSA check off operation makes the necessary changes to the firmware file so that in
the future it will be possible to write firmware files with the wrong digital signature to this ECU
via OBD2.

The result of this function will be a patched file with the checksum already recalculated.
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VAG UDS Bosch ME(D)17 |CHIPSOFT - 12534 ISO/CAN ~| | Corfigure Info

S01MED17.1

%5{]} MED17.1.1 Log file path: C:\Users\Dell\AppData‘Local\ChipLoaderNG\og og-20200508- 182146 txt
[B0]MED17.1.27 Starting

[50]MED17.5 Dataloaded from file C:\Users\Dell\iepos' Test WindowsFamm work \vaguds'me 17.9.71\TC 1724 _1037539917-20200416-112139.bin (size = 1536 K}
[B0]MED1755 RSA unlock patch has been completed
[50]ME17.5.20 Checksum has been corrected

[50]MED17.5.21 Data saved to file E:\Users\Dell\Documents\TC1724_1037539917-20200416-112138_unlock_rsa bin (size = 1536 K)
[50]ME17.5.24 Finish - OK

[50]MED17.5.25 Blapsedtime: 00h : 00m : 055
50] MED17.5.26 [
[50] EDC17CP14
[50] EDC17CP20
[50] EDC17CP44
[50]EDCI7CP44 v.2
[E0]EDCI7CP44 v 3
[50] EDC17CPS4
[50] EDC17C46
[50] EDC17C54
[50]EDC17C64

50]EDC17C74
Bosch MEDC17 bench
51] Tricore internal memci

Extract PWD RSA check off Stop

version: 3.1.0.0

Note! This operation is not available for all the firmwares. If the operation is not available for
the specified firmware file, the corresponding message will be displayed.

< ChiploaderiG

- [m} X

|CHPSOFT - 12534 SO/CAN ~) I o
[50]MED17.1
[50]MED1711 Log fil path CUsers'Del AppData'ocal\ChipLnaderNGilog log-20200508-182009 1t

[50]MED17.1.21 Starting..

[50]MED17.5 Data loaded from file C-\Users\Dsll\Google Mick'data'bin\edc 1 7c55tc 176 74lash-4 1808109-03A0A9A2-74080010- 11100400 bin (size = 2048 K)

[50]MED17.5.5 Emor- Postion for unlac RSA patch not found. Last operation” Selecting file for Inading

[50]ME17520 Finish - FAILED

[50]MED17.5.21 |

[50]ME17.5.24

[50]MED17525
50]MED17.5.26

[50]EDC17CP14

[50] EDC17CR20

[50] EDCT7CP44

[50]EDCITCP44 v 2

[50]EDC17CP44 v.3

[50] EDC17CP54

[50] EDC17C46

[50] EDC17C54

[50] EDC17CB4

50] EDC17C74
Bosch MEDC17 bench
51] Tricore internal memui

Extract PWD RS5A check off Stop

version: 3.1.0.0

© CHIPSOFT https://www.chipsoft.com.ua/



https://www.chipsoft.com.ua/

Features of working with ECU using a processor
without OTP areas in flash memory

Some ECUs may have processors that do not contain OTP areas. When using TPROT 8
and above, this can be a problem when writing flash memory from another ECU. This
section describes this particular situation.

The presence of OTP areas and the TPROT version can be seen by performing the Read Id
operation. A typical example of such an ECU is Bosch ME17.9.71:

0 ChiplLoaderNG — m] *
CHIPSOFT - J2534 150/CAN v Info Add license
[50]1MED17.1 :
[50]MED17.1.1 Log file path: C:\Users\Dell\AppData"Local\ChipLoaderNG\og\og-20200510-132319 txt -~
[50]MED17.1.21 -
[S0]MED17.5 CPUType family is TC1724N
[50]MED17.55 e Y
[50]ME17.5.20 SCU_ID = Bx0052C043
[B0]MED17.5.21 SCU_MANID = 0x00001820
[50]ME17.5 24 SCUZCHIFID = 0x33009B01
Unique CPU_ID = 4100080D-0EAQ1639-82060010-00000000
[50]MED17.5.25 Flash info:
[50] MED17.5.26 FLASH_ID = (x0097C001
FLASH_PROCOND = (x00D0CFFF
FLASH_PROCON1 = 0x00010000
{gg} Egggggg FLASH_PROCON2 = 0x40000000
[50]EDC17CP44
Sector 00 [ (xA00D000D - (kADDO3FFF ] User O protected
[S0]EDC17CP44v 2 Sector 01 [ OxAD004D00 - GxADBOTFFF ] User 0 protected
[50] EDC17CP44v.3 Sector 02 [ (xA008000 - GxAQDOBFFF | User O protected
[50] EDC17CP54 Sector 03 [ OxAODDC00 - OxADOOFFFF | User 0 protected
[50] EDC17C46 Sector 04 [ 0xAQ010000 - BxADD13FFF ] User 0 protected
Sector 05 [ 0xA0014000 - (kADDT7FFF ] User O protected
[50]1EDC17C54
Sector 06 [ 0xA0018000 - (xADD1BFFF | User 0 protected
[50]EDC17C64 Sector 07 [ xA001C000 - OxADOTFFFF | User 0 protected
[50] EDC17C74 Sector 08 [ (xA0020000 - (xADO3FFFF ] User 0 protected
Sector 09 [ (xA0040000 - (xADO7FFFF ] User O protected
= Sector 10 [ (xA00B0000 - (kADDBFFFF | User 0 protected
51] Tricore intemal memol Sector 11 [ (xADOCO000 - OxADOFFFFF | User 0 protected
[51] Utilities Sector 12 [ OxAQ100000 - (xAD13FFFF ] User 0 protected
Sector 13 [ OxA0140000 - (xAD17FFFF ] User 0 protected
TPROT info: TPROT_V12.00.00/1724
Finish - OK
IElapsedtlme: 00h:00m:16s v
CPUID Read Id Read flash Read esprom Write flash Write eeprom

version: 3.1.0.0

Problems can arise when overwriting the flash memory of an ECU with the firmware from
another similar ECU. Taking into account that the firmware of each ECU is purely individual,
the absence of OTP areas will lead to the fact that, when the flash memory is completely
overwritten, a unique area, which includes the password for accessing this instance of the
Tricore processor, will also be overwritten. Thus, in the future, control over the ECU may be
lost and this will mean that it will not be possible to overwrite flash memory in the ECU.
Having the original password for a specific instance of the Tricore processor, you can always
restore full control over the ECU. Because since the original ECU firmware contains this
password, it can be restored from the same firmware. Therefore, always save a full flash
and eeprom dump memory before doing anything with the ECU.

If, during writing, the program sees that the password in the current firmware is different from
the password in the firmware, which is being written, it will display a warning about that.
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Chuestion

The passwaord from the ECU does not match the password in
! the writable firmware,

Recording such firmware may lead to the fact that in the
future such an ECU cannot be written without having the
original password,

Write this firmware?

ber

“Yes” should be selected only if rewriting the firmware restores the previous state of the
ECU with the correct password. Otherwise, you need to select “No”, as control over the
ECU will be lost in the future, but which can be restored if either the original firmware or the
access key to Tricore is present.

If during the writing process the program sees that the password in the flash memory is
incorrect, it will prompt you to force it.

Cluestion

the ariginal firmware from this ECU
(41000800 -0EADT699-82060010-00000000) or a file with a
password in the Chiploader format

o The passwaord in this ECU is incorrect. Please select a file with

Continue?

Her

You can set both the password itself and the original firmware from this ECU. At the same
time, a unique identifier of the processor from which a password is needed is displayed in
the window. When reading flash memory, the program adds a unique processor identifier to
the file name to facilitate the search for the desired firmware.

A situation is possible when the ECU has already been written by someone before, the
original original firmware is not available, and the unique firmware area contains a password
from another ECU. In this case, control over the ECU is lost, rewriting flash memory or
regaining control over the ECU will fail.

Features of some ECUs when using the
CHIPSOFT GPT adapter

Some ECUs do not contain internal pull up for pins GPT1 and GPT2 of ECU. It is because of
this that connection with the ECU may not be established. To check it, it is enough to
measure the voltage on the GPT1 ECU pin and the voltage on the GPT2 ECU pin, after
applying voltage to the ECU. If the voltage on one of the pins is less than 3.3V, then it is
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necessary to pull up this pin to the supply voltage of 3.3V through a 1K resistor. There are 3
separate pins on the CHIPSOFT GPT adapter (boot pins to 3.3V). For pulling up, just
connect the GPT1 or GPT2 pins with a separate boot pin on the CHIPSOFT GPT adapter
PCB.

It should be noted that the number of ECUs that do not have an internal pull up of the GPT
pins is very small.

As practice has shown, it is possible to modify the CHIPSOFT GPT adapter to obtain a
universal solution to work with any ECU. To do this, it is enough to pull up pins GPT1, GPT2
to + 12V through a 5K resistor.

Possible problems and solutions

Since the module uses an algorithm for working with an ECU to read and write previously
embedded in the ECU firmware, incorrect firmware in the ECU can lead to the fact that this
module will not be able to work with the ECU. This will be manifested in the fact that the
CPU ID, Read Id operations will not be performed and will return an error. In this case, you
can restore the ECU only with a module that works with the Tricore processor directly in boot
mode. Depending on the version of TPROT used, you may need a password or the original
ECU firmware to restore it.
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